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When Order Time sends emails, while they are being sent from the Order Time server, we will show the email as

coming from your own email address. That way the recipient of your email will not be confused and any replies will

be directed to you. Sometimes when the domain of the email address does not match the domain where the email is

being sent from a false warning will show up when the email is opened by the recipient. To avoid this an SPF DNS

record can be added where your domain is hosted (GoDaddy, Network Solutions etc...), authorizing the Order Time

email server to send email on your behalf. 

The record should look like this:

v=spf1 include:spf.mailanyone.net mx a -all

Including spf.mailanyone.net in your SPF records will associate all OrderTime IP ranges with your domain in DNS,

stating that OrderTime IPs are allowed to send email on behalf of your domain. 

There are also SPF creation tools available through a Google search that can assist with SPF creation, however, we

do not recommend any specific tool.


